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Welcome

NATIONAL
CYBER
RESILIENCE
CENTRE

GROUP

Thank you for taking the time to read the latest edition of the National
Cyber Resilience Centre Group (NCRCG) Quarterly Update.

NCRCG was set up to support UK law enforcement in bolstering
the cyber resilience of micro, small, medium-sized businesses,
and third-sector organisations (SMOs) across the country. We
are governed by the City of London Corporation and funded by
the Home Office, alongside our valued private sector partners
through the NCRCG National Ambassador Programme.

\With our impact reporting now firmly established, in this Impact
Report we share insights into the depth of activity and outcomes
achieved through our National Ambassador and Cyber PATH
programmes.

As of the end of September 2025, 26,700 SMOs have registered with the
Cyber Resilience Centre (CRC) network. This marks the establishment of
a national mechanism for two-way dialogue on cybercrime prevention.

Currently 23% of new CRC members engage with automated guidance,
which we design in alignment with the National Cyber Security Centre
(NCSC). Our goal is to deepen police engagement with the remaining
77%, maintaining active relationships with all registered members
year-on-year as we continue to grow the SMO membership base and
build on the support we provide.

With my deepest thanks to our National Ambassadors representatives,
who have collectively contributed hundreds of hours to enable NCRCG's
work and to support law enforcement, making the UK a safer place to do
business online.

Our next edition of this Report will be published in January 2026, offering
a full-year review of this trailblazing initiative. As the UK's lead force for
cybercrime, we are pleased that City of London Police will be
contributing to future editions with updates on the collective impact of
the regional CRCs, as well as emerging SMO threat intelligence
gathered in partnership with our National Ambassadors.

Jognna Goddard
Chief Experience Officer, NCRCG



Latest impact report
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Latest impact report

CYBER PATH STUDENT UPDATE

As of 30th of SEPTEMBER 2025
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Latest impact report
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Cyber PATH scaling up for
2026

CYBER PATH

Cyber PATH activity is set to expand with the impending move to POLICE & ACADEMIA
L . . . TALENT HORIZONS

providing fully funded services. In preparation for this, we have been

recruiting new team members. We are delighted to welcome Sophie

Powell to the role of Talent Manager. Sophie is an excellent

example of the career opportunities provided by the Cyber PATH

programme.

Sophie joined Cyber PATH while at university and was in the first
cohort, and while studying, she won the Cyber UK ‘Cyber Student
of the Year' award in 2023.

Upon graduating, Sophie took on a cyber role in the private sector
and also co-founded CyberWomen Groups C.I.C., with the intention
of creating an inclusive community and promoting positive change
towards diversity in STEM. The CIC. has gone from strength to
strength; Sophie remains a Director and a passionate driving force.

We are delighted to welcome Sophie back to Cyber PATH. Her
knowledge and experience of the programme make her the perfect
person to fulfil the role of Talent Manager.

We are also completing this year's recruitment process and look
forward to welcoming our new students to the programme. This year,
we have begun working with six universities in London. The
recruitment process for London is ongoing, with a fantastic response so
far, and we look forward to welcoming a number of students studying
in London.

& NatWest Group

David Socha, Interim Head of Cyber PATH, is particularly experienced
in building and developing teams, so his knowledge and expertise have
been welcomed during this period of growth. However, he is not solely
focused on team-building; he has also been exploring the range of Sir Robert
cyber roles emerging across various industry sectors and the skills McALPINE
required by organisations in the public and private sectors.

We are grateful for the ongoing support we receive from many of the < CYbersmart
National Ambassadors, who bring the knowledge and experience to

the programme. Their support, in the form of specialist training,
certifications, and work experience, is invaluable and greatly
appreciated by both the Cyber PATH team and the students.

We are currently working with Akamai, Nat\West Group, Trustify, Cvber . i

Chainalysis, Sir Robert McAlpine, and CyberSmart on a range ‘ersed
T Cyber PATH

of initiatives. .

We have also recently released a new episode of the ;
CyberVersed podcast focusing on Cyber PATH; Dr. Mandy ool |

Haeburn-Little chairs an engaging conversation with David U e ——
Socha, Dr. Martin Wilson, and Sophie Powell.



Chainalysis is proud to
support the NCRCG mission...

Thank you to Chainalysis for the recent blog and video highlighting their
collaboration with City of London Police and the value of being a
National Ambassador.

How Chainalysis and the City of London
Police Are Building UK Cyber Resilience

Micro, small and medium-sized businesses, and third-sector
organisations (SMOs) face an increasingly complex cyber threat
landscape, often lacking the resources and expertise needed to protect
themselves effectively. In the UK alone, 5.5 million SMOs represent the
most vulnerable sector to cyber attacks, creating an urgent need for
innovative approaches to cyber resilience.

The National Cyber Resilience Centre Group (NCRCQG) has developed a
unique solution to this challenge. As a strategic collaboration between
police, government, private sector, and academia, this not-for-profit
organisation — funded and supported by the Home Office, policing, and
private sector partners — works to strengthen cyber resilience across
the nation's SMO community in support of the government's National
Cyber Strategy.

As a founding member and national
ambassador for three years, Chainalysis is proud
to be supporting this mission to coordinate a
strong defense against cybercrime and reduce
cyber risks amongst the SMO community in the
UK.

Keep reading for more, or watch the video with
Andrew Gould from the City of London Police

and Alex Cable, VP NEMEA at Chainalysis as I8
they discuss the success of NCRCG.

From reactive to proactive: A new approach to cyber
protection

‘For the last 10 years, Chainalysis has been involved in some of the
largest cyber investigations globally,” explains Alex Cable, VP NEMEA at
Chainalysis. "A lot of what we've been doing with UK policing has been
very much post-event — after a cyber attack has happened. One of the
reasons why we love working with the resilience centers is that this is all
about protecting. This is about protecting businesses from actually
getting under cyber attack.”

This shift from reactive investigation to proactive protection represents a
fundamental change in approach, and is aligned with Chainalysis’
mission to prevent illicit transactions.

OB %R




Chainalysis (Cont.)

A proven partnership

The collaboration between Chainalysis and NCRCG exemplifies how
public-private partnerships can drive meaningful change. "Chainalysis
have been fantastic national ambassadors for us,” notes Andrew Gould
from the City of London Police. "They saw very early the value that
this initiative could bring, and they wanted to help. They're really
important partners for us in other areas of our cybercrime response.

And because this is a really important initiative for us, Chainalysis
wanted to bring their expertise and resources to help support this.”

Building tomorrow’s cyber workforce

At the heart of this initiative is the Cyber PATH programme, which
connects university students with SMOs to provide hands-on cyber
security support. Chainalysis is an active participant in this
programme, as some of our subject matter experts have volunteered
to train students in blockchain analytics and crypto-related cyber
threats — crucial skills in today's digital landscape.

"We're training those students on cyber investigations, blockchain
analytics, and what cyber threats look like when theyre
crypto-generated,” Cable notes. "From our perspective, that does two
things. Firstly, it's helping the pipeline of talent for cyber within the UK
economy. And secondly, it's raising up amazing young students who are
making their first steps into their careers in cyber.”

The program goes beyond training, with experienced Chainalysis
investigators and trainers providing mentorship to students. This
personal guidance helps bridge the gap between academic learning
and real-world application, creating a more robust pipeline of
cybersecurity professionals.

Gould highlights the impact of this collaboration: "Theyve been
doing some fantastic work with some of our students — training
them on the blockchain and getting them to understand the benefits
and the possibilities that come for cryptocurrencies and support
them in their onward path into industry.”

A mission-driven partnership

For Chainalysis, this partnership aligns perfectly with the company’'s core
mission. "We believe in building trust in blockchain, and we want to help
organisations protect themselves from cyber attacks and ransomware,”
Cable emphasizes. "We work here for the right reasons, and we like to
give back.’

This collaboration demonstrates how the strategic coordination between
police, government, private sector, and academia can effectively address
complex cybersecurity challenges. By combining law enforcement
expertise with private sector innovation and academic talent, NCRCG
creates a comprehensive approach to cyber resilience that no single
organisation could achieve alone.



BSA answers the UK Security
Minister's call

True crime... prevention.
How enterprise leaders are strengthening cyber resilience in
their supply chains — one small business at a time.

In a speech at Hallam University last month, UK Government Security Minister
Dan Jarvis said: "By providing cyber security services to small organisations, we're
improving national resilience’. His statement is certainly
something a select gathering in London this week agreed
with wholeheartedly and explored in depth.

The Business Services Association (BSA) hosted a panel
discussion to highlight the need to encourage enterprise
organisations to do more to help small and medium-sized
organisations (SMOs) in their supply chains become
cyber-resilient. Significantly, the discussion revealed that the
National Cyber Resilience Centre Group (NCRCQG) has the
answer.

Welcome and Introduction

Tijs Broeke, Director Government Affairs & Public Policy, HP and
Chair, National Cyber Resilience Centre Group

The event, inspired by a suggestion from the UK Security
Minister, brought together senior leaders from across
industry and law enforcement to explore how the NCRCGs National
Ambassador Programme is driving real change.

The BSA, acting on the Minister's recommendation, convened a panel featuring:
lan Pratt, Head of Global Securtiy for global giant, HP, Steve Turner, Co-founder
of mark-making”, a long-standing SMO supplier to Nationwide Building
Society, Sharon Gould, Supplier Security & Resilience Manager, Nationwide
Building Society, Andy Black, Chief Information Security Officer, Sir Robert
McAlpine, and Kunle Anjorin, Director Consulting Delivery Cyber Security at CGl.

GROUP

Tijs Broeke, Director Government Affairs and Public Policy at HP, and Chair of the

National Cyber Resilience Centre Group. introduced the session. Then, Andy mark—maklng
Gould, Detective Chief Superintendent and NPCC National Cyber Crime
Programme Lead overseeing cyber operations across all 34 police forces in nationwide

England and Wales, provided a compelling update on online crime prevention
and recent arrests. His message was clear: law enforcement is not just .

reactive—it's proactive and working hand in hand with industry to protect the S"(.:RODert
digital economy. M ALPINE

lan Pratt, Head of Global Security, HP, and Joanna Goddard, Chief Experience
Officer, NCRCG, provided short 'scene-setting’ presentations ahead of the panel
discussion, which was facilitated by Simon Godfrey, founder and CEO, Probing
Minds.

The discussion began with the panellists sharing information about their
respective businesses and the cyber challenges they face daily, along with their
thoughts on what we need to do to make all businesses, large and small, more
resilient.

The panel explored how the National Ambassador Programme is helping
enterprise organisations such as CGI, SRM, and Nationwide engage their
suppliers in  meaningful cyber resilience efforts to align with
government-recommended baseline standards such as Cyber Essentials.



BSA answers the UK Security
Minister’s call (Cont.)

Described by panellists as "like an outsourced service that understands how
to build trust with SMOs", the programme helps small businesses understand
what cyber threats are relevant to them, how to access free support from
police-led Cyber Resilience Centres, and take practical steps to improve their
security posture.

The outcomes of the National Ambassador's national
supply chain campaigns were clearly demonstrated by a
captivating case study highlighted by Steve Turner,
whose creative agency, a longtime supplier to
Nationwide, engaged with the recent supply chain
campaign. Even though the company was already Cyber
Essentials accredited, it accepted the offer of Security
Awareness Training, leading to the implementation of
new controls and an increase in the team's knowledge of
current cyber threats.

Steve's story sparked a lively discussion about the role of
media, behavioural science, and data analytics in crafting
communications that resonate with SMOs. The
consensus? We need innovative techniques to deliver the
right message, at the right time, on the right topics.
Techniques that the National Ambassador programme
currently provides.

One key insight emerged: unless enterprise organisations
hire more senior leaders with experience running SMOs,
they will remain reliant on initiatives such as the National
Ambassador Programme to bridge the gap. As one
panellist put it: "This programme isn't just a nice-to-have—it's a strategic
enabler for supply chain resilience.”

Nationwide's Sharon GCould added: "The Cyber
Resilience Centres offer our SMO suppliers realistic,
pragmatic and effective strategies, which will be
deliberately tailor-made to their specific business. This
can help our suppliers avoid getting overwhelmed by the
wider cyber risk landscape and intense media coverage
of incidents, and to access expert help in prioritising the
practical steps to protect their own systems and data. This
easily-accessible and confidential support very helpfully
augments the oversight and advice that we can provide when managing our
supply chain security and resilience.”

NCRCG's CXO, Joanna Goddard, concluded: "This panel discussion was an
excellent example of how the National Ambassador programme is making a
significant contribution in helping to protect SMOs across the country.
Having such a strong portfolio of enterprise businesses that are not only willing
but eager to collaborate is making a genuine and measurable impact. We are
delighted with the energy and passion demonstrated by everyone involved in
today’'s discussion; many excellent points were raised that will help us shape
the future direction of the work we do at NCRCG. "

And yes—BSA members are off to deliver a well-deserved thank you to the
Security Minister for sparking this vital collaboration.



Latest intel reports and
research reports

S

The 2025 Crypto
Crime Report

B Microsoft

Microsoft Digital
Defense Report 2024

The foundations and new
frontiers of cybersecurity

Read or download
Microsoft Report
Read or download

Chainalysis Report

i ¥~ CyberSmart
resilience

The CyberSmart

2024 Cyber Risk MSP Survey 2025

Year in Review

Follow-up to 2024 Mid-Year Risk Report

Cyber Claims Trends and Analysis

Read or download Read or download
Resilience Review CyberSmart Survey


https://www.microsoft.com/en-us/security/security-insider/intelligence-reports/microsoft-digital-defense-report-2024
https://unlock.cyberresilience.com/hubfs/Claims%20Report/Resilience_2024%20Risk%20Report%20Year%20in%20Review.pdf
https://go.chainalysis.com/2025-Crypto-Crime-Report.html
https://cybersmart.co.uk/wp-content/uploads/2025/06/CyberSmart-MSP-Survey-2025.pdf

National Ambassador
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Developing bespoke National
Ambassador campaigns

As you will see on the Departures Board, we are currently working on
several campaigns, each tailored to the specific requirements of the
National Ambassador. We are also learning from each campaign and
developing collateral that supports the organisation’s activities.

We are happy to discuss your requirements and work with you to develop
a campaign plan and all the supporting materials you need to successfully
reach your customers, suppliers, or members.

3 TYPES OF CAMPAIGNS

SUPPLIERS CUSTOMERS/CLIENTS @

EMAIL

Co-branded emails
IN-PERSON SURGERIES and sign-up

Police-led in-person landing pages

presentations Police-led webinars to

and Q&A sessions National Ambassador
staff and to SMOs

POLICE BRIEFINGS/ EVENT PARTICIPATION
COMMUNITY ENGAGEMENT
Speaker and panellist
‘Town Hall’ meetings supported participation at your events
by police engagement D
in the community

CO-BRANDED
BROCHURES

STAFF VOLUNTEER NEWSPAPERS [l Co-branded print
DAYS E— collateral to promote
Sector specific campaigns

Print and digital newspapers

collateral to support
staff volunteer days IN-HOUSE

TRAINING PORTALS

Cyber security training

REPORTING materials for your personal Read or download
Full campaign reporting development portals our National Campaign
to evidence activity and okl ol .
behavioural change = og'go cveen Guide Document
B Grour
The requirements of each organisation differ, so we work with
you to create a bespoke campaign. National Ambassador

We have prepared a National Ambassador Campaign Case gl nroup [Cose Study

Study based on the work we are doing with NatWest Group. It
will provide a flavour of what we can do to reach your suppliers
and customers. : & oo e W e

restrco i 1SC2 p SCTIA_ Anation wide



https://www.dropbox.com/scl/fi/afvhw2bsbd3e5yce46md1/NCRCG-Campaign-Case-Study.pdf?rlkey=vj14dhnxru3fw6l9oyl76ljor&dl=0

News from the
Regional Centres

The CRCs have been busy with their usual outreach and membership
continues to grow, currently at a rate of around 700 SMOs per month.

We have also begun a sector-specific approach. The first of this activity
has been to target the Care Sector with a series of specially prepared
webinars with specific guidance that is relevant to organisations in the
sector.

Eastern CRC has led ths initiative. Supported by Centre Director, Paul
Lopez, Business Development Manager, Sapphire Little has led the
campaign with a considerable amount of success. The three-webinar
series received 781 registrations, resulting in 617 new members joining
their regional cyber resilience centre.

Cyber Threats in Care:
What You Need to Know Now
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Personal Devices, WhatsApp & Data Sharing:
Are You Putting People at Risk?
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o Care Sector Cyber Series
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O W0 CENTRE Free Police WebIn
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Spotting Human Error:
Building a Cyber Aware Culture in Care

The Care Sector Cyber Series has been a great success already;
however, it has also lead to a further opportunity with Care England, an
organisation representing the entire adult care sector in England. Their
membership includes organisations of varying types and sizes, amongst
them single care homes, small local groups, national providers and
not-for-profit voluntary organisations and associations,

Eastern CRC, representing the CRC Network, will repeat their series of
webinars to Care England members during November and December.

THE
CYBER
RESILIENCE

CENTRE
NETWORK

Paul Lopez
Centre Director
Eastern CRC

Sapphire Little
Business Development
Manager
Eastern CRC

CARE ENGLAND

The voice of care



Continuing to build

government relationships

We are continuing to build our relationship and collaborate with NCSC.,

National Cyber

On 15th November they launched Cyber Action Toolkit, a cyber security Security Centre
solution for solo traders, micro businesses and small organisations. apart of GOHQ

NCSC provided unique URLs for each of the g regions so that we can track
referrals to Cyber Action Toolkit. We have provided each centre with special
graphics to promote the toolkit and early indications suggest the CRC
members are finding it a useful tool. Since the launch, we have referred
over 525 businesses to the Cyber Action Toolkit download page.

We are also working closely with NCSC on the development of an MSP
automated CX journey, train the trainer content and collateral is being
provided by GTIA for the police teams CX part to supplement that.

National Cyber

&3

apart of GCHQ

Free cyber security toolkit from
the cyber experts at the NCSC

The Cyber Action Toolkit is a free, personalised cyber security
solution for sole traders, micro businesses and small organisations
that turns cyber protection into simple, achievable steps
for your business.

With built-in features that recognise your progress, you canswork
at your own pace, helping you protect your business’s money and
reputation from cyber criminals.

It's time to act. Try it now.

STEP 1SECURE

You can see and try the Cyber
Action Toolkit by scanning the
QR Code.




CyberVersed podcast

Our CyberVersed podcast continues to grow in popularity, reaching
new listeners across the globe. We have now released 43 episodes and
it has been downloaded in 63 countries!

Thank you to all who have taken part in the recordings, and thanks to
Mandy Haeburn-Little who has very ably hosted every episode.

Since the last update, we have released three episodes:

Cyber .,
TR s b

Ambassador Focus :
P

Cyber
ersed

Police CyberAlarm
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=
\

P

HOSTED BY MANDY HAEBURN-LITTLE Y MANDY HAEBURN-LITTLE HOSTED BY MANDY HAEBURN-LITTLE

m——

If you have an idea for a podcast, or wish to take part in future
roundtable recordings, please contact
gordon.white@nationalcrcgroup.co.uk

You can listen to and download the podcast from all major podcasts
channels, or you can go to the CyberVersed podcast website page:
nationalcrcgroup.co.uk/cyberversed-podcast/

(©) ;-\pple Podcasts usten on € Spotify l”' DEEZER

New National Ambassador

< CyberSmart

Wed like to extend a very warm welcome to our newest National
Ambassador, CyberSmart. As a leading cyber security specialist, CyberSmart
is perfectly placed to join the ranks of NCRCG's National Ambassador
Programme. With over 1,000 Managed Service Providers (MSPs) and over—
6,000 SMO customers in the UK it is primed to act as an enabler to this crucial
sector within the digital economy, the CRC network and the national technical
authority, NCSC.

We are delighted to have CyberSmart on board, and we look forward to
working closely with Jamie Akhtar, Toby Lywood, Vicky Cartwright and Umar
Khalid.

They have made a great start; Jamie has already recorded an episode of the
CyberVersed podcast, and we have had initial meetings about possible
campaign activity!


https://open.spotify.com/show/3wQWm5hCROAuXff4ARKFQa
https://www.deezer.com/en/show/3586757
https://podcasts.apple.com/gb/podcast/cyberversed/id1618586725
https://nationalcrcgroup.co.uk/wp-content/uploads/2025/05/CRC-Network-Newspaper.pdf

New collateral to share

We have released a new edition of our popular newspaper, The first
thing to note is that we've change the name from the SME Guardian to
the SMO Guardian to reflect an more inclusive approach to
encompass third-sector and not-for-profit organisations that need
vital cyber security support.

The new edition was prepared in advance of London Build 2025 Expo,
the largest construction exhibition and conference in the UK With
thanks to Rachel Lloyd-Moseley and Andy Black at Sir Robert
McAlpine, we are taking part in a panel discussion at the event which
will be chaired by Mandy Haeburn-Little.

1
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D 2025
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19 - 20 NOVEMBER

OLYMPIA LONDON

In addition, students from the Cyber PATH
programme will be in attendance at the
Expo to hand out newspapers and to

engage people from the construction
sector.
Sir Robert McAlpine has also kindly

provided our front cover story about how
they are working with the CRC Network to
help secure supply chains in the
construction sector.

We have also updated our Cyber PATH
brochure with full details of all the current
services that are available to SMOs.

Please feel free to download and distribute
the brochure to SMOs in your supply chain
who would find the Cyber PATH services
useful.

| CYBER PATH"
POLICE & ACADEM|

Aunique p
Cyber Services to SMOs
while helping develop an elite
talent pipleine.

Read or download
the Cyber PATH Brochure
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THE SMO GUARDIAN

POLICE-LED, BUSINESS-FOCUSED SUPPORT FOR SMALL BUSINESSES AND THIRD SECTOR ORGANISATIONS.

Sir Robert McAlpine: Leading the way in
securmg constructlon supply chains

Sir Robert

MCALPINE

AN OFFER FROM

Inside this edition...

What is the Why construction Nationwide supplier  IFA really does see

CRC Network? Is targeted mark-making* benefits the value of advice
N i from supply chain
i campaign

Cyber PATH students
learn from market leader

% Chainalysis
t

18 Microsoft nationwide

HAVIVA MEALPINE ) UK

=

CyberSmart

Read or download
The SMO Guardian



mailto:gordon.white@nationalcrcgroup.co.uk
https://nationalcrcgroup.co.uk/wp-content/uploads/2025/10/Cyber-Guardian-Oct-25.pdf
https://nationalcrcgroup.co.uk/wp-content/uploads/2025/10/CyberPath-Brochure-Oct-25.pdf

Media interest and news
from the CRC Network

‘ Recent media coverage
CFOtech UK
ChannellLife UK x5
eCommerceNews UK
IT Brief UK x6
SecurityBrief UK x6
Security Matters Magazine x2
Professional Security Magazine Online
Van Fleet World
Materials Handling World
Freight Week
Multimodal
Fuel Oil News
IT Security Guru
. To support the increased interest from the media and the cyber
ecosystem, we have prepared a Press Pack that outlines the
work of the NCRCG, CRCs, Cyber PATH, and the National
Ambassadors. If you would like a copy of the Press Pack, please
request this from Joanna Goddard, CXO at NCRCG.

PRESS PACK

The National Cyber Resilience Centre Group (NGRCG) - -~

46 episodes of CyberVersed Podcast are now live and have been
downloaded in 63 countries across every continent.

. We have been working closely with NCSC to assist in the Natlonal Cyber

promotion of My Cyber Toolkit, which was launched on the 14th : %e.w% Secun’[y Centre
November 2025, Early indications are that the CRC Network has apart of GCHQ

contributed over 500 referrals to this exciting new tool.

In addition we are working with them to explore how we can
integrate My Cyber Toolkit into our new CX Journeys.

. In order for NCRCG and the CRC Network to better support
National Ambassador event invitations, we are developing an
Events Portal on the NCRCG website. This tool will enable
National Ambassadors to post details of upcoming events and
invite participation from policing at NPCC and the CRC Network.
Development is underway and the portal should be available by
early November.

. We are grateful to GTIA for the invitation to attend and present at

their recent GTIA ChannelCon EMEA conference where Patrick . G I IA

Milford was able to present the work of the CRC Network. He and
Michelle Ohren were delighted to meet many of their membersin Global Technolagy Industry Assoclation
the Vendor Hall.

INTERNATIONAL

Jigy LYHER

EXPO

. The CRC Network also exhibited at the International Cyber Expo at
Olympia in London. The network was represented by CRC team
members from North West CRC, Eastern CRC, South East CRC and
London CRC.



https://nationalcrcgroup.co.uk/wp-content/uploads/2025/05/Press-Pack-May-2025.pdf
https://www.dropbox.com/scl/fi/nvdgn8z01a44ydzwdeltg/Press-Pack-Sept-24.pdf?rlkey=0n23g3bt08a38k99t2txsq2o4&dl=0

NGRCG
Key Contacts

We are keen to work with all of our National Ambassador organisations,
not only on the delivery of our goals to improve cyber resilience among
SMOs but also to assist you with your aims and aspirations.

Whether it is a supply chain or customer campaign, collaboration on
white papers, participation of senior law enforcement at your events,
or assisting in the development of a robust cyber talent pipeline, we
are happy to work with you. Please feel free to reach out, and we will
facilitate the necessary meetings and provide the resources to
achieve the desired outcome.

Alan Greig
Chief Executive Officer
National Cyber Resilience Centre Group

Email: alan.greig@nationalcrcgroup.co.uk

Joanna Goddard [
Chief Experience Officer
National Cyber Resilience Centre Group

Email: joanna.goddard@nationalcrcgroup.co.uk

Gordon White M
Chief Marketing Officer
National Cyber Resilience Centre Group

Email: gordon.white@nationalcrcgroup.co.uk

David Socha [}
Head of Cyber PATH
National Cyber Resilience Centre Group

Email: david.socha@nationalcrcgroup.co.uk



https://www.linkedin.com/in/jcgoddard/
https://www.linkedin.com/in/gordonwhite1/
https://www.linkedin.com/in/davidsocha/
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